4.2.5  Network OAM&P


The CHART program success depends on high availability levels for traffic devices. This translates into high availability of the communications network and can be assured only when effective resources are put into place to operate and maintain it. For this reason, operations, administration, maintenance, and provisioning (OAM&P) of the communications network was identified as a significant network element. In order to estimate these costs, a representative scope of communications responsibility was defined in the context of the CHART system.  Figure 4-1 depicts this scope in terms of representative boundaries between the CHART telecommunications network, ITS devices, and other operational capability.  This representation was used for cost estimation purposes only and may not be the actual scope of communications operations and maintenance responsibility put into place.





�





Figure 4-1.  ITS Telecommunications Network Boundaries





Table 4-62 shows which elements of the CHART system were considered communications-related and which were not for the purposes of estimating OAM&P costs.


�
Table 4-62.  ITS Communications and Non-communications elements


Non-Communications �
Communications�
�
Traffic Management Centers�
Private fiber optic backbone cable�
�
ITS devices�
Cabling from field electronics to backbone �
�
Cabling from device to field electronics�
Cabling between field electronics�
�
Control system applications and workstations�
Access equipment to backbone cabling�
�
Internal building LANs�
Network hardware�
�
Emergency Response Vehicles�
Video switches�
�
�
Leased communications circuits�
�
�
Customer premise equipment�
�
4.2.5.1  Network Operations Scenario


In order to define network OAM&P costs, some assumptions for how the communications network would be operated and managed were made.  Where possible, the network is assumed to incorporate communications equipment that is standards-based.  Specifically, it is assumed that equipment is installed that is compliant with Simple Network Management Protocol (SNMP) and/or Common Management Information Protocols (CMIP) standards for network manageability. The upgrade of non-compliant existing ITS devices to ITS devices and device controllers that are designed to comply with National or International standards (e.g., NTCIP) is assumed to begin during the ten-year life cycle but not completed.  


Standards-based equipment will enable initial troubleshooting of network communications problems to be performed remotely by an operations and maintenance staff using centrally-located network management system components. The central network management function implies the acquisition of COTS hardware and software products and the configuration of these products to be effective in the managed environment.  Computer workstations, a network management software system, and associated device-specific element managers are implied. Configuration includes the initial population of the management systems device database to enable the detection and management of basic communications network fault conditions.  Information provided may be the status of a communications network interface (i.e., up or down), the status of a communications protocol on a particular interface (i.e., protocol up or down), applicable data and/or error statistics of interest, and the hardware and software version and/or revision level of equipment under management, where available.


The following sections decompose this generic network operations scenario discussed above into individual functions, map appropriate skill levels to the functions, apply an estimated staffing level, and then apply industrywide salary estimates to the labor. The individual functions have been identified based on industrywide publications that present telecommunications staffing functions for the purposes of estimating support costs. Realistic staffing levels are used in conjunction with labor cost assumptions and network performance to project labor costs. Labor costs are also derived from industry salary assessments as published by Gartner Group for relevant segments of work in the telecommunications field. The cost associated with the acquisition of COTS hardware and software is also described.


In order to develop realistic cost estimates for all options under analysis, individual OAM&P functions are categorized as being necessary for leased options, hybrid options, or both. Since no 100 percent build option has been analyzed completely for cost, all options include at least some portion of leased services.


4.2.5.1.1  Network OAM&P Functions 


Table 4-63 decomposes the network operations scenario into four high-level functions and maps these functions to the options under cost analysis. These functions are further decomposed into lower-level functions in the sections which follow and assigned to lease and/or build as indicated.


Table 4-63.  Network OAM&P Functions


�
Applicable Architectures�
�
Functional Area�
Lease�
Hybrid�
�
Planning, Engineering, and Management�
x�
x�
�
Fault Management�
x�
x�
�
Communications Equipment Maintenance�
x�
x�
�
Network Plant Maintenance�
�
x�
�



4.2.5.1.1.1  Planning, Engineering, and Management Functions


Most complex networks require substantial planning, engineering, and ongoing management to sustain necessary levels of availability. Eleven network planning, engineering, and management functions have been identified. These functions are listed in Table 4-64.  


�
Table 4-64.  Network Planning, Engineering, and Management Functions





�
Applicable Architectures�
�
Function�
Lease�
Hybrid�
�
Service Level Management�
x�
x�
�
Transmission Cost Reduction/Containment�
x�
x�
�
Network Software Maintenance�
x�
x�
�
Network Hardware Configuration Management �
x�
x�
�
Network  Software Configuration Management �
x�
x�
�
Network Inventory Management�
x�
x�
�
Network  Performance Analysis�
x�
x�
�
Network Capacity Planning�
x�
x�
�
Network Change Management/Technology Insertion�
x�
x�
�
Network Security Management�
x�
x�
�
Network User Profiling�
x�
x�
�



Descriptions of the individual functions are as follows:


Service Level Management - Involves the collection, processing,  and analysis of leased services performance data.  Reports are generated comparing delivered performance (e.g., delay, throughput, availability, reliability) to the contracted levels.


Transmission Cost Reduction/Containment - Includes the scrutiny of monthly leased services bills to assure that they reflect the actual services rendered.


Network  Software Maintenance - Includes the installation and testing of new software and firmware releases in network equipment.  This includes but is not limited to traffic controllers, switches, modems, channel service units, and multiplexers and/or channel banks.


Network Hardware Configuration Management - Includes maintenance of a database that tracks the network hardware installed in the field and at involved facilities as necessary.  Database attributes might include the hardware release and version numbers.


Network Software Configuration Management - Includes maintenance of a database that tracks the network software installed in the field and at involved facilities as necessary.  Database attributes include the  software release and version numbers.


Network Inventory Management - Includes the maintenance of a database that tracks the location of and identification of private fiber optic cabling, shared fiber optic access, leased circuit endpoints, customer premise equipment, and spare network equipment, including related support hardware and software.


Network Performance Analysis - Includes the collection, processing, and analysis of state-owned network device (e.g., switches, routers, channel banks) performance data.  Performance bottlenecks are isolated and alternatives for alleviating these bottlenecks are identified.


Network Capacity Planning - Integrates the outputs of the Service Level Management and Performance Analysis functions.  Requirements are developed to “tune” the system performance and/or upgrade the network using new technology.


Network Change Management/Technology Insertion - Includes the short-range and long-term planning required to install new network firmware and software releases, to “tune” the network performance, and/or implement new technology without impacting ongoing operations.


Network Security Management - Includes the generation and maintenance of network security procedures and network user accounts and privileges, configuring system software to generate security audit trails, analysis of security audit data, and the identification of requirements for network security enhancements, such as new firewalls and/or modifications to existing firewalls. 


Network User Profiling - Includes the assessment of bandwidth actually used on a month-to-month basis by each participating organization if multiple organizations are sharing a single network.


4.2.5.1.1.2  Fault Management Functions


Eight fault management functions have been identified, which are listed in Table 4-65. Descriptions of the functions are as follows:


Provider Coordination - includes all interaction required to isolate the cause, determine the responsible party, and determine the resolution of network outages.


Reconfigure (alt route) the Network - includes the rerouting of State-owned backbone links and/or tail circuits to recover from the failure of a network component.


Monitor Backbone Link Status - includes the review of link status displays, receipt and acknowledgment of backbone link outage alarms.


Monitor Tail Circuit Status - includes the review of tail circuit status displays, receipt and acknowledgment of tail circuit outage alarms.








�
Table 4-65.  Network Fault Management  Functions


�
Applicable Architectures�
�
Function�
Lease�
Hybrid�
�
Provider Coordination�
x�
x�
�
Reconfigure (alt route) the Network�
x�
x�
�
Monitor Backbone Link Status�
x�
x�
�
Monitor Tail Circuit Status �
x�
x�
�
Monitor Network  Equipment Status�
x�
x�
�
Maintain a Help Desk�
x�
x�
�
Network Troubleshooting�
x�
x�
�
Dispatch/Repair/Replacement Personnel�
x�
x�
�



Monitor Network Equipment Status - includes the review of network equipment status displays, receipt and acknowledgment of network equipment alarms.


Maintain Help Desk - includes the receipt of requests from network users for problem resolution, information regarding the status of the network (backbone links and tail circuits), and for assistance in implementing standard network procedures.


Network Troubleshooting - includes the initial identification of a potential network problem, diagnosis of the probable cause of the  problem, the generation of a trouble ticket, coordination with a Provider as necessary, escalation of the problem to higher levels where necessary, and closure of the trouble ticket.


Dispatch Repair/Replacement Personnel includes round-the-clock dispatching of designated personnel to repair elements of the network infrastructure and/or replace failed network equipment.


4.2.5.1.1.3  Communications Equipment Maintenance Functions


One network equipment maintenance function, communications equipment replacement, has been identified.  This function includes an on-call provision when necessary for replacement of damaged or failed communications equipment.


Communications equipment replacement applies to the lease and hybrid options.


4.2.5.1.1.4  Network Plant Maintenance Functions


Network plant maintenance applies only to the hybrid architectures.  One network plant maintenance function, Network Plant Maintenance Support, has been identified.  This function includes an on-call provision for repair and, where necessary, replacement of the state-owned network infrastructure. Heavy construction equipment such as backhoes, tractors, and lift trucks are dispatched to the field with the personnel needed to repair the damage. 


4.2.5.1.2  Network OAM&P Skills


The following sections identify representative skill categories deemed appropriate for satisfying each of the network OAM&P functions. These have been identified solely for the purpose of accumulating and comparing cost to and between options for the analysis. Actual skills and skill levels would naturally be determined based on communications network infrastructure, equipment, and systems put into place.


4.2.5.1.2.1  Systems Planning, Engineering, and Management Skills


Five Systems Planning, Engineering, and Management skill categories have been identified including: Network Systems Engineer, Network Engineer, Network Security Administrator, Configuration Management Specialist, and Software Maintenance Specialist.


Network Systems Engineer - performs Network Capacity Planning and Network Change Management/Technology Insertion functions, assists in the execution of the Network Security Management function,  and oversees the execution of the Service Level Management, Transmission Cost Reduction, Network Software Maintenance, Network Hardware and Network Software Configuration Management, Network Inventory Management, and Network Performance Analysis, and Network Security Management functions.


Network Engineer - performs Service Level Management, Transmission Cost Reduction/Containment, and Network Performance Analysis functions, supports the Network Capacity Planning function, and monitors day-to-day activities associated with the Network Hardware and Network Software Configuration Management, Network Inventory Management, and Network User Profiling functions.


Network Security Administrator - performs the Network Security Management function. Controls user access to the Network Management System (NMS) by receiving requests for user access, adding, changing, or terminating user access.  Assists NMS users with problems, coordinates maintenance of the NMS, identifies problems with the NMS,  monitors NMS audit trails to identify suspected network intrusion, and reports suspected security problems to the Network Systems Engineer.


Configuration Management Specialist - performs the Network Hardware Configuration Management, Network Software Configuration Management, and Network Inventory Management functions, including the development and maintenance of configuration management and inventory management procedures and preparation and distribution of routine and ad-hoc hardware configuration, software configuration, and inventory reports.


Software Maintenance Specialist - performs the Network Software Maintenance function and assists in the execution of the Network Change Management/Technology Insertion function by coordinating the schedule for firmware and software maintenance, and implementing and testing the scheduled configuration changes.  


4.2.5.1.2.2  Fault Management Skills


Two Fault Management skill categories have been identified including Network Operations Supervisor  and  Network Operator.


Network Operations Supervisor - supervises NMS users and overall Network Operations and performs all Fault Management functions as needed.


Network Operator - performs all Fault Management functions as needed.


4.2.5.1.2.3  Communications Equipment Maintenance Skills


The communications equipment maintenance function will be performed by Communications Equipment Technicians.


Communications Equipment Technician - performs replacement of failed communications equipment as indicated by vendor documentation and/or training and certification and performs terminations and retermination of fiber optic cabling as needed at all network facilities and field sites.  


4.2.5.1.2.4  Plant Maintenance Skills


Plant maintenance requires most of the skills needed to construct the communications infrastructure.  Tasks to be performed include: the removal of failed fiber optic cable bundles from existing conduit and replacement with new bundles;  removal of water from flooded communications manholes and restoration of service at those manholes;  and excavation and removal of severed fiber optic backbone segments, including conduit, multiduct, and cable, and replacement with new infrastructure.  


4.2.5.1.3  Network OAM&P Staffing


The network OAM&P functions consist of three levels of staffing as indicated in Table 4-66.  The 8x5 positions represent the standard “day” shift: 8 hours per day, 5 days per  week.  The 12x7 positions involve rotating 5 day/week shift work covering the day shift and part of the evening shift: 12 hours per day, 7 days per week.  On-call positions require the associated personnel to carry  pagers or cellular phones in order to respond at any hour of any day of the week.


4.2.5.2  Labor Cost Assumptions


It is assumed for cost analysis purposes that all 8x5 and 12x7 functions will be staffed with full-time personnel.








�
Table 4-66.  Network OAM&P Staffing


�
Staff Availability�
�
Functional Area�
8x5�
12x7�
On-call�
�
Systems Planning, Engineering, and Management�
x�
�
�
�
Fault Management�
�
x�
�
�
CommunicationsEquipment Maintenance�
�
�
x�
�
Plant Maintenance�
�
�
x�
�



4.2.5.2.1  Full-Time Personnel Labor Costs


Table 4-67 summarizes unloaded annual salaries for individuals performing the systems planning, engineering, and management skill categories discussed in Section 4.2.5.1.2.1 and the fault management skill categories discussed in Section 4.2.5.1.2.2.  The data was obtained from the 1995 Gartner Group Conference Report.  It is assumed that the Gartner salary data for the cited skill categories is valid for purposes of estimating SHA network full-time personnel costs and comparing costs between the various lease and hybrid options.


Table 4-67.  Annual Salaries for Full-Time Positions


Labor Category�
Unloaded Salary�
�
Network Systems Engineer�
$85,000�
�
Network Engineer�
$79,000�
�
Network Security Administrator�
$70,000�
�
Configuration Management Specialist�
$65,000�
�
Software Maintenance Specialist�
$60,000�
�
Network Operations Supervisor�
$70,000�
�
Network Operator�
$66,000�
�



Table 4-68 identifies the estimated number of full-time equivalent (FTE) persons required per labor category for the lease architectures (Lx) and the hybrid architectures (Hx).  








�
Table 4-68.  Full-Time Equivalent Positions Per Labor Category


Labor Category�
Lease FTEs�
Hybrid FTEs�
�
Network Systems Engineer�
1�
1�
�
Network Engineer�
3�
3�
�
Network Security Administrator�
1�
1�
�
Configuration Management Specialist�
1�
1�
�
Software Maintenance Specialist�
1�
1�
�
Network Operations Supervisor�
2�
2�
�
Network Operator�
3�
3�
�



4.2.5.2.2  On-Call Personnel Labor Costs


4.2.5.2.2.1  Communications Equipment Maintenance


The unloaded hourly rate for individuals performing Communications Equipment Technician functions is $34, per data obtained from prior SHA construction bids.


Network equipment maintenance will be required whenever a partial or full outage of the network caused by equipment malfunction or failure is experienced.  Service providers are assumed responsible for maintaining premise network equipment owned by them.  SHA will be responsible for  maintaining state-owned network equipment.


Appendix I illustrates the relationship between network system availability, mean time between failures (MTBF), and mean time to repair (MTTR).  For the purpose of costing, it is assumed that the SHA network will achieve a system availability of 98 percent. For conservatism, it is also assumed that the MTTR will be 4.5 hours, and that SHA will be responsible for responding to all system failures.  


Referring to Table I-3, approximately 40 system failures per year will occur for a system with a 98 percent availability and a 4.5 hour MTTR.  For the lease network architectures (Lx), it is assumed that an average of one technician will be required to repair each failure.  For the hybrid architectures (Hx), it is assumed that an average of two technicians will be required to repair each failure.  The estimated technician hours required per year per architecture are calculated in Table 4-69.


�
Table 4-69.  On-Call Communications  Equipment Maintenance Hours


System�
Lease Architectures�
Hybrid Architectures�
�
�
Hours/�
Number of�
Technician�
Number of�
Technician�
�
Failures/Year�
Failure�
Technicians�
Hours/Year�
Technicians�
Hours/Year�
�
40�
4.5�
1�
180�
2�
360�
�
4.2.5.2.2  Network Plant Maintenance


Incidents requiring plant maintenance attention will be infrequent.  However, when they do occur, it will be necessary to respond promptly and restore the communications network as quickly as possible.  To ensure quick response and system repair, it will be necessary to have qualified personnel available on-call round the clock.  It is assumed that it will be most cost effective to enter into a contractural arrangement with a qualified construction contractor to provide the needed on-call support.  Such arrangements are typically implemented by compensating personnel who are on the “on call” list and carry either pagers or cellular phones for effective off-hours communication.  These individuals are paid a fixed hourly or full-shift  premium.


A hypothetical plant maintenance contract would cover the routine off-hour premuim expenses and also the cost of labor for each plant maintenance task actually performed.  Assumptions were made regarding the frequency of occurrence and scope and duration of each plant maintenance task to be performed during the communications life cycle, and an average annual plant maintenance cost of $469,000 was derived.


4.2.5.3  Network OAM&P Labor Cost Estimate


The previous section derives the unloaded salaries and FTEs required for the full-time labor, the unloaded hourly rates and service hours required for the on-call labor, and the average annual plant maintenance cost. The assumed loading factor for full-time labor is 2.0, and for on-call labor is 2.5.


Table 4-70 presents the loaded total cost estimate for network operations and maintenance labor for the lease and build architectures.  Referring to the final two columns of the table, the annual labor cost for the lease class of architectures is $1,725,469.  The cost for the hybrid class of architectures is approximately $500,000 higher at $2,209,938. These annual costs apply to all life-cycle years. 





�
Table 4-70.  Loaded Network OAM&P Costs





Full-Time OAM&P Labor�
�
�
�
�
�
�
�
Labor Category�
Unloaded Salary*�
Availability�
Lease FTEs�
Hybrid FTEs�
Lease Cost/Year�
Hybrid  Cost/Year�
�
Network Systems Engineer�
$85,000 �
8x5�
1�
1�
$170,000 �
$170,000 �
�
Network Engineer�
$79,000 �
8x5�
3�
3�
$474,000 �
$474,000 �
�
Network Security Administrator�
$70,000 �
8x5�
1�
1�
$140,000 �
$140,000 �
�
Configuration Management Specialist�
$65,000 �
8x5�
1�
1�
$130,000 �
$130,000 �
�
Software Maintenance Specialist�
$60,000 �
8x5�
1�
1�
$120,000 �
$120,000 �
�
Network Operations Supervisor�
$70,000 �
12x7�
2�
2�
$280,000 �
$280,000 �
�
Network Operator�
$66,000 �
12x7�
3�
3�
$396,000 �
$396,000 �
�
�
�
�
�
�
�
�
�
On-call OAM&P Labor�
�
�
�
�
�
�
�
Labor Category�
Unloaded Hourly Rate�
Availability�
Lease Hours�
Hybrid Hours�
�
�
�
Communications Equipment Technician�
$34 �
On-call�
180�
360�
$15,469 �
$30,938 �
�
Plant Maintenance Contract�
 �
�
�
�
 �
 �
�
Network Plant Maintenance Support�
N/A�
On-call�
N/A�
N/A�
N/A �
$469,000 �
�
* Gartner Group Conference Report


N/A  not applicable�
�
�
�
�
$1,725,469 �
$2,209,938 �
�
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